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What is Managed Router?
From cloud-based tools to customer connectivity, your network is the backbone of 
your business operations. Managed Router o�ers a smarter way to stay connected: 
a fully supported network that's designed to give you visibility, convenience, and 
security. But a reliable network starts with having the right hardware. Our Meraki 
router takes the hassle out of network management, giving you more time to focus 
on running your business.  

The Meraki MX security appliance is a multi-functional security & SD-WAN enterprise 
appliance designed to address multiple use cases for organizations of all sizes, in all 
industries. There are two license options for the MX security appliance that provide 
the flexibility to select the license most suited to meet operational needs.  
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Which license is best for my business?  

ENTERPRISE ADVANCED SECURITY

Organizations with simple security needs, 
trusted WAN environments, or who have 

existing advanced security systems.

Key Features: Core routing, Auto VPN, VLANs, 
tra�c shaping, client VPN, content logging

Key Features: All Enterprise  features plus 
IDS/IPS, AMP, threat grid, URL filtering, 

geo-IP blocking 

Businesses that require robust threat 
protection and compliance with regulations 

like GDPR or HIPAA.



FEATURE ENTERPRISE ADVANCED SECURITY

Cisco Meraki MX licenses o�er a wide range of features designed 
to support businesses of all sizes. Below are some of the most 
notable capabilities across the two tiers:  

Centeralized Management
Manage all network devices from 
a single cloud dashboard. 

Zero-touch Firmware Updates  
Automatically deploy firmware and 
security updates without manual 
intervention. 

24/7 Enterprise Support  
Access round-the-clock technical 
assistance from Meraki experts. 

Automatic WAN Failover  
Seamlessly switch to backup WAN 
links during outages. 

Essential SD-WAN   
Optimize WAN tra�c with intelligent 
routing and prioritization. 

Site-to-site VPN    
Easily connect remote sites with 
automated VPN setup.  

Client VPN    
Provide secure remote access for 
individual users. 

Stateful Firewall     
Monitor and control tra�c with 
dynamic firewall rules. 

Next-gen Tra�c Analytics Engine
Network-Based Application 
Recognition (NBAR) Integration     
Identify applications using advanced 
tra�c analytics. 

WAN Health        
Track the status and performance 
of WAN links.    



FEATURE ENTERPRISE ADVANCED SECURITY

Content Filtering Powered by 
Talos Intelligence 
Filter web content using Cisco 
Talos threat intelligence.  

YouTube Content Restriction  
Limit access to inappropriate 
YouTube content.  

Web Search Filtering   
Control access to search engines 
and filter results.  

Cisco Advanced Malware 
Protection (AMP)   
Protect against malware with real-time 
threat intelligence.  

Why Choose DOCOMO PACIFIC?  
Hassle-free Network Management: Our solutions provide 
you with full visibility, built-in security, and seamless 
convenience.  

Local Support: 24/7 Network Operation Center 
Monitoring and a team of expert engineers on speed dial 
for when issues arise.  

Built to Scale: Our Managed Router solutions are designed 
to grow with your business. Whether you’re adding 
locations or growing your team, we make it easy to keep 
up with your bandwidth needs without disruption.  

Discover how DOCOMO PACIFIC Managed Router can 
simplify, strengthen, and scale your business network, visit 
business.docomopacific.com/managed-wifi to learn more.  


